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' Course Description == Course Outline

Introduction and History of Cryptography

«  Symmetric Cryptography and Hashes
The EC-Council Certified Encryption Specialist (ECES) program introduces professionals and students
to the field of cryptography. The participants will learn the foundations of modern symmetric and key «  Number Theory and Asymmetric
cryptography including the details of algorithms such as Feistel Functions, DES, and AES. Cryptography

Applications of Cryptography

Cryptanalysis
.f g KeyOutcomes l/ Exam Information
«  Develop skills to protect critical data in «  ExamTitle: EC-Council Certified Encryption
organizations with encryption Specialist
«  Develop a deep understanding of essential . Exam Code: 212-81
cryptography algorithms and their
applications «  Number of Questions: 50

«  Make informed decisions about applying
encryption technologies

Duration: 2 hours
«  Save time and cost by avoiding common - Availability: ECC Exam Portal
mistakes in implementing encryption Test Format: Multiple Choice
technologies effectively )

- Develop working knowledge of cryptanalysis - Passing Score: 70%



